h
soe

mdrklin Hindler-Initiative

Allgemeine Geschéaftsbedingungen (AGB)
und Vereinbarung zur Datenverarbeitung
zur Teilnahme an ,,mhi regio“

1. Praambel

1.1  Die Marklin-Handler-Initiative, Stuttgarter Str. 55-57, 73033 Goppingen, (nachfolgend ,mhi“ oder
JAuftragnehmer®) hat eine webbasierte Softwareldsung zur Unterstitzung teilnehmender mhi-Handler
(nachfolgend ,Handler* oder ,Auftraggeber®) entwickelt (,Software®). Fir die Nutzung der Software und die
Erbringung erganzender Dienstleistungen (,Services®) gelten diese Allgemeinen Geschéaftsbedingungen
(LAGB").

1.2  Unsere Angebote richten sich nur an Unternehmer (iSd. § 14 BGB), also an natirliche oder juristische
Personen oder rechtsféahige Personengesellschaften, die bei Abschluss eines Rechtsgeschéfts in Auslibung
ihrer gewerblichen oder selbstandigen beruflichen Tétigkeit handeln. Wir schlieRen keine Vertrége mit
Verbrauchern (iSd. § 13 BGB).

2. Nutzungsrechte

2.1  Der Auftragnehmer gewahrt dem Auftraggeber fir die Laufzeit des Vertrages unter der aufschiebenden
Bedingung der vollstandigen Zahlung der vereinbarten Vergutung das entgeltliche, weltweite, nicht
ausschlief3liche und nicht Ubertragbare Recht, die Software bestimmungsgemanR zu nutzen. Der Auftraggeber
darf die Software nur im Rahmen der vertraglichen Bestimmungen nutzen. Der Auftraggeber erhélt kein Recht
am Quellcode der Software. Der Auftraggeber darf die Software nur fiir eigene Zwecke nutzen. Die Nutzung fur
eigene Zwecke umfasst dabei die bestimmungsgeméafie Nutzung der Produkte fur allgemeine Geschaftszwecke
des Auftraggebers und die Verarbeitung der Daten des Auftraggebers. Nicht umfasst ist die Nutzung der
Produkte fiir Dritte, beispielsweise als Dienstleister oder eine sonstige Uberlassung oder Nutzungsvermittiung
an Diritte.

2.2 Der Auftraggeber ist berechtigt, die Software durch eigene Mitarbeiter oder durch Dritte fiir seine eigenen
Zwecke nutzen zu lassen. Der Auftragnehmer kann hierfur einen oder mehrere User fiir den Auftraggeber
anlegen. Der Auftraggeber ist verantwortlich fiir die Nutzung der Software durch seine User und samtliche
Schéaden, die durch fahrlassige oder vorsatzliche Pflichtverletzungen seiner User verursacht wurden.

2.3  Der Auftraggeber erhalt kein Recht am Quellcode der Software.

2.4 Soweit nicht anders vereinbart, stehen sdmtliche Rechte an Software und Services, welche durch den
Auftragnehmer bereitgestellt oder unter diesem Vertrag entwickelt werden, einzig dem Auftragnehmer zu.
Samtliche Rechte an jeder Art von Veranderung, Entwicklung oder Verbesserung der Produkte oder
Dienstleistungen, welche durch den Auftraggeber vorgenommen werden, stehen ebenfalls ausschlie3lich dem
Auftragnehmer zu.

2.5 Die Software kann Open Source Software-Komponenten enthalten. Die Nutzung dieser Komponenten
unterliegt ausschlief3lich den entsprechenden Nutzungsbedingungen der Open Source Software-Komponenten,
die im Rahmen der Open Source Software-Komponenten Ubermittelt und/oder referenziert werden. Keine
Vorschrift dieser AGB beeinflusst dabei die Rechte oder Pflichten des Auftraggebers aus den entsprechenden

AGB AVV AGB mhi regio 2025_inkl.Shop_26.11.2025 Seite 1 von 17




h
soe

mdrklin Hindler-Initiative

Nutzungsbedingungen der Open Source Software-Komponenten. Im Falle von Widerspriichen oder
entgegenstehenden Vorschriften von Lizenzbestimmungen der Open Source Software und den Bestimmungen
dieser AGB geniel3en die Lizenzbestimmungen der Open Source Software Vorrang.

2.6 Das Nutzungsrecht an der Software erstreckt sich auch auf Fixes, Patches, Entwicklungen und Updates,
welche der Auftragnehmer dem Auftraggeber zur Verfiigung stellt. Das Recht auf Updates beinhaltet nicht das
Recht auf ein Nutzungsrecht an neuen/zusatzlichen Produkten und Funktionalitaten, die als separates
Produkt/Modul zur Verfiigung gestellt werden.

2.7 Soweit nicht anders vereinbart oder aufgrund zwingenden Rechts oder anwendbarer Open Source
Software-Nutzungsbedingungen vorgeschrieben, ist der Auftraggeber nicht berechtigt,

a) die Software uber das fir die vertragsgemafie Nutzung erforderliche hinausgehende Mal} zu kopieren,
weder im Ganzen noch teilweise;

b) die Software zu modifizieren, zu korrigieren, anzupassen, zu Ubersetzen, zu verbessern oder sonst
abgeleitete Entwicklungen an der Software vorzunehmen;

C) die Software zu vermieten, zu verleihen, zu verkaufen, zu lizenzieren, zu Ubertragen oder sonst Dritten
zugénglich zu machen;

d) die Software zuriickzuentwickeln, zu dekompilieren, zu disassemblieren oder auf andere Weise zu
versuchen, den Quellcode der Software zu entschliisseln, weder im Ganzen, noch teilweise;

e) Sicherheitseinrichtungen oder Schutzmechanismen, welche in der Software enthalten oder fir sie
genutzt werden, zu umgehen oder zu verletzen;

f) MaRnahmen zu ergreifen, die geeignet sind, Schaden an der Software oder den Servern des
Auftragnehmers hervorzurufen;

0) Marken, Dokumentation, Garantien, Haftungsausschliisse oder sonstige Rechte, wie etwa geistiges

Eigentum, Zeichen, Mitteilungen, Markierungen oder Seriennummern, welche in Verbindung zur
Software oder Dokumentation stehen, zu entfernen, zu Iéschen, zu tilgen, zu verandern, zu verdecken,
zu Ubersetzen, zu kombinieren, zu erganzen oder auf andere Weise abzuandern;

a. die Software in einer Art und Weise zu nutzen, durch die geltendes Recht und/oder die Rechte Dritter
verletzt werden;
h) die Software fur Zwecke des Benchmarkings bzw. der Wettbewerbsanalyse der Software, fir die

Entwicklung, Verwendung oder die Bereitstellung eines konkurrierenden Software-Produkts bzw.
konkurrierender Services oder zu sonst einem Zweck zu nutzen, welcher dem Auftragnehmer zum
Nachteil gereicht; und/oder

i) die Software fir oder in Zusammenhang mit der Planung, der Konstruktion, der Instandhaltung, dem
Betrieb oder der Nutzung von geféahrlichen Umgebungen, Systemen oder Anwendungen oder anderen
sicherheitskritischen Anwendungen zu nutzen oder sonst die Software in einer Weise einzusetzen, bei
der die Software zu kérperlichen Schaden oder schweren Sachschéaden fiihren kénnte.

3. Verpflichtungen des Auftraggebers

3.1 Der Auftraggeber wird den Auftragnehmer bei der Erbringung der vertragsgegenstéandlichen Leistungen
in angemessenem Umfang unterstiitzen. Der Auftraggeber hat unaufgefordert samtliche Mitwirkungsleistungen,
Informationen, Daten, Dateien, Materialien, welche fir die Erflllung der Vertragspflichten durch den
Auftragnehmer erforderlich sind (beispielsweise handlerspezifischen Daten ,Uber uns‘, Kontaktdaten,
Offnungszeiten etc.), im Voraus zur Verfiigung zu stellen. Sollte der Auftraggeber nicht ausreichend kooperieren
und/oder Verzdgerung verursachen, ist der Auftragnehmer nicht verpflichtet, die vertraglichen Verpflichtungen
zu erfillen, so lange und so weit, wie der Auftragnehmer an der Erfullung der vertraglichen Verpflichtungen
aufgrund unzureichender und/oder verspateter Mitwirkung des Auftraggebers gehindert ist. Der Auftragnehmer
hat den Auftraggeber Gber seine nicht ausreichende oder rechtzeitige Zusammenarbeit zu informieren und eine
angemessene Frist zur Nacherfiillung zu setzen. Erfillt der Auftraggeber dennoch seine Mitwirkungspflichten
nicht, so gehen etwaige fiur den Auftragnehmer nicht vermeidbare sich daraus ergebenden
VerglUtungserhéhungen, zusatzliche Aufwande (z.B. Mehrarbeit, Stornokosten, Reisekosten) und
Terminverschiebungen zu seinen Lasten. Nach fruchtlosem Ablauf der Nachfrist gelten die betroffene Software
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bzw. der betroffene Service als zur Verfligung gestellt bzw. erbracht.

3.2  Der Auftraggeber ist verantwortlich fiir (i) angemessene Sicherheitsprozesse, Tools und Steuerungen fir
Systeme und Netzwerke, welche mit der Software interagieren, (ii) das Vorhalten alternativer Prozesse im Falle
einer mangelnden Verfiigbarkeit der Software, (iii) die Feststellung, ob die vom Auftragnehmer zur Verfiigung
gestellten technischen und organisatorischen MalRnahmen des Datenschutzes und der Datensicherheit den
spezifischen Anforderungen des Auftraggebers gentigen; (iv) das angemessene interne Training der User und
die Bereitstellung von internem technischen Support; und (v) die ordnungsgemalfe Sicherung samtlicher auf
seiner Systemumgebung befindlichen Programme und Daten und samtlicher in die Software Gbertragener bzw.
mit der Software erstellter Daten und Arbeitsergebnisse mit Beginn der Nutzung der Software und anschliel3end
in angemessenen regelmaligen Abstanden.

4 Gewahrleistung

4.1  Die Software wird vom Auftragnehmer mangelfrei zur Verfliigung gestellt bzw. erbracht und entspricht bei
bestimmungsgemaler Nutzung im Wesentlichen den in der Produktbeschreibung genannten Spezifikationen.

4.2 Der Einrdumung der vereinbarten Nutzungsrechte an den Auftraggeber stehen keine geistigen
Eigentumsrechte Dritter entgegen.

4.3  Technische Daten, Spezifikationen und Leistungsangaben in 6ffentlichen AuRerungen, insbesondere in
Werbemitteln, sind keine Beschaffenheitsangaben.

4.4 Im Fall der Mangelhaftigkeit sind die Mangelanspriiche des Auftraggebers zunachst auf Nacherfiillung
beschrankt. Der Auftraggeber wird dem Auftragnehmer auftretende Mangel schriftlich mit Beschreibung des

Mangels mitteilen und zur Mangelbeseitigung auffordern. Der Auftragnehmer leistet bei nachgewiesenen
Méngeln Gewahr durch Nacherfullung in der Weise, dass der Auftragnehmer die Software erneut in
mangelfreiem Zustand zur Verfligung stellt bzw. erbringt oder den Mangel beseitigt.

4.5 Falls die Nacherflllung nach zwei Nacherfullungsversuchen endgultig fehlschléagt, kann der Auftraggeber
vom jeweiligen Einzelvertrag zuriicktreten oder die Vergltung angemessen mindern. Schadensersatz oder
Ersatz vergeblicher Aufwendungen wegen eines Mangels leistet der Auftragnehmer im Rahmen der in diesen
AGB festgelegten Grenzen der Haftung.

5 Zurverfugungstellung der Software und Erbringung der Services

5.1 Die Software wird als ,Software as a Service (SaaS)“ zur Verfiigung gestellt, das heif3t der Auftragnehmer
stellt die Software fiir den Auftraggeber in einem logisch separierten Account zum Fernzugriff iber das Internet
zur Verfiigung. Eine Uberlassung oder Weitergabe der Software an den Auftraggeber findet nicht statt. Die
Software wird dem Auftraggeber in ihrer jeweils aktuellen Version/Release zur Verfligung gestellt.

5.2 Der Auftragnehmer wird dem Auftraggeber die Software mit einer Verfigbarkeit von mindestens 99,5 %
Uber ein Quartal zur Verfligung stellen (nachfolgend ,Mindestverfiigbarkeit®). Verfligbar ist die Software in
diesem Zusammenhang, wenn zwischen den Servern, auf denen die Software gehostet wird, und dem
Ubergabepunkt zum Internet eine ununterbrochene Verbindung besteht und der Auftraggeber in der Lage ist,
sich anzumelden und Zugriff auf die Software hat. Die Mindestverfligbarkeit bezieht sich nicht auf Test- und
Entwicklungsserver.
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5.3 Auf Basis der mit der Software erhobenen und analysierten Daten generiert die Software im Rahmen
bestimmter Anwendungsfalle Auswertungen, Reports, und Analysen.

5.4  Fir die Nutzung der Software bendtigt der Auftraggeber einen aktuellen Standardwebbrowser (z.B.
Google Chrome oder Mozilla Firefox). Der Auftraggeber ist fir die Bereitstellung und den Betrieb samtlicher
Hardware und Betriebssoftware sowie flr eine sichere und schnelle Internetverbindung verantwortlich.

5.5  Soweit nicht ausdriicklich anders vereinbart, sind Setup/Einrichtung und Konfiguration der Software
gemal der im jeweiligen Einzelauftrag anfallenden Einrichtungsgebuhr enthalten.

5.6  Software und sonstige Arbeitsergebnisse gelten als tbergeben, sobald sie dem Auftraggeber zur
Verfigung gestellt wurden. Services gelten als erbracht, sobald der jeweilige Service abgeschlossen wurde.
Support/Pflege wird gegebenenfalls mit Zeitablauf als monatlich anteilig erbracht angesehen.

5.7  Sofern nicht anders vereinbart, unterliegen Software und Services keiner gesonderten Abnahme durch
den Auftraggeber, sondern gelten mit Ubergabe als abgenommen. Sollte eine Abnahme vertraglich vereinbart
sein und hat der Auftraggeber nicht den Zeit- oder Testplan der Abnahme eingehalten oder sollte ein solcher
Testplan oder eine zeitliche Begrenzung fir Tests und Abnahme nicht vorliegen, so gelten Software und
Services zehn Werktage nach Ubergabe als abgenommen.

5.8 Der Auftragnehmer ist berechtigt, Subunternehmer oder sonstige Erfullungsgehilfen (insgesamt als
~Subunternehmer” bezeichnet) einzusetzen, um die vertraglichen Verpflichtungen zu erfiillen.

Der Auftragnehmer wird daflir sorgen, dass Subunternehmer entsprechend dieser AGB an Verpflichtungen
hinsichtlich Geheimhaltung und Datenschutz gebunden sind. Die Beauftragung von Subunternehmern lasst die
vertraglichen Verpflichtungen des Auftragnehmers dem Auftraggeber gegeniiber unberiihrt. Der Auftragnehmer
haftet fiir eventuelle Schlechtleistungen eines Subunternehmers wie fur eigenes Verschulden.

5.9 Bei Nutzung der Shop-Funktion werden alle vom Auftragnehmer bereitgestellten Produkte im Online-
Shop des Auftraggebers angezeigt; eine Ausblendung einzelner Artikel durch den Auftragnehmer ist nicht
vorgesehen. Fihrt der Auftragnehmer bestimmte Produkte nicht oder hat diese voriibergehend nicht vorréatig,
werden sie im Shop als nicht verfigbar bzw. ausverkauft gekennzeichnet. Eine Einschrankung der Shop-
Funktion auf bestimmte Warengruppen oder eine Teilnutzung (etwa nur Online-Shop oder nur Marktplatz) ist
technisch und vertraglich ausgeschlossen.

5.10 Der mhi-Shop kann nur in Verbindung mit dem mhi-Regio Webseiten-Tool betrieben werden. Eine
Nutzung des mhi-Shop oder des Marktplatzes ohne eine aktive mhi regio Website des Héndlers ist
ausgeschlossen.

5.11 Die Entscheidung uber die Freischaltung der Shop-Funktion fir einen jeweiligen Handler liegt im
Ermessen von mhi. mhi behalt sich vor, eine Freischaltung im Einzelfall abzulehnen.

5.12 Bei VersttRen des Handlers gegen die AGB oder anderen Vertragen zu mhi ist mhi berechtigt, die Shop-
Funktion fur den betreffenden Handler voriibergehend oder dauerhaft zu sperren. Unabhéangig davon kann mhi
einen Handler ganz von der Nutzung der Shop-Plattform ausschliel3en., insbesondere wenn der Héandler
wiederholt negative Kundenerfahrungen verursacht, seine Pflichten nachhaltig verletzt oder die qualitativen
Anforderungen von mhi an den Online-Verkauf nicht erfullt.

6 Pflichten bei der Nutzung von mhi regio website und mhi regio newsletter

6.1 Der Auftraggeber ist Dienstanbieter der Internetseite und der von ihm versandten E-Mails und als solcher
Verantwortlicher. Damit ist er verpflichtet, auf der Webseite und in Newslettern rechtliche Angaben vorzuhalten
und einzuhalten, insbesondere
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e ein vollstandiges Impressum vorzuhalten, welches unter anderem folgende Angaben enthdlt: (so
vorhanden) Firmenname, Rechtsform, Vertretungsberechtige, vollstandiger Anschrift und E-Mail-
Adresse

e eine Datenschutzerklarung nach der Datenschutz-Grundverordnung (DS-GVO), in welcher Uber die
Datenverarbeitungsvorgange aufgeklart wird,
¢ ggf. eine Barrierefreiheitserklarung.
Der Auftragnehmer stellt dem Auftraggeber hierfir Muster zur Verfligung. Diese Muster sind unverbindlich und
stellen keine Rechtsberatung im Einzelfall dar. Der Auftragnehmer Gbernimmt keine Garantenstellung
gegenuber dem Auftraggeber. Der Auftraggeber ist verpflichtet, diese Muster ggf. anzupassen oder zu ersetzen.

6.2 Die fur den Auftraggeber individualisierte Plattform wird unter der Domain https://Handlername-
Handlerort.mhi.de aufgesetzt. Eigentimer der Domain ist der Auftragnehmer. Ein Anspruch auf Erwerb der
Domain durch den Auftraggeber besteht nicht.

6.3 Der Auftraggeber erklart verbindlich, dass E-Mails ausschlieBlich an Empfanger des Auftraggebers
verschickt werden, die dem Empfang von Werbe-E-Mails vorher nachweisbar zugestimmt haben (z. B. durch
das Double-Opt-In Verfahren oder durch schriftliche Vereinbarung).

6.4 Der Auftraggeber ist verpflichtet, in Opt-In-E-Mails bekannt zu geben, warum der Empféanger das Mailing
erhalt. In der Kopf- und Betreffzeile der E-Mail darf weder der Absender noch der kommerzielle Charakter der
Nachricht verschleiert oder verheimlicht werden. Der Auftraggeber muss jedem Empfanger die Moglichkeit
einrdumen, sich aus der E-Mail heraus wieder aus der Datenbank austragen zu kénnen. Darauf hat der
Auftraggeber in jeder E-Mail ausdrticklich hinzuweisen.

6.5 Dem Auftraggeber ist bekannt, dass die Versendung von Mailings ins Ausland den Rechtsordnungen der
jeweiligen Empfangerstaaten unterliegen kdnnen und verpflichtet sich, die in diesen Staaten geltenden Gesetze
oder sonstigen Vorschriften im Hinblick auf die versendeten Mailings einzuhalten. Er verpflichtet sich, mit mhi
Newsletter keine Mailings zu verschicken, deren Inhalt in einem Staat, in dem der Empfanger seinen
Aufenthaltsort oder Sitz hat, gesetzlichen Verboten unterliegt.

6.6 Der Auftraggeber ist bei der Verwendung von E-Mail-Adressen, die er von Dritten erworben hat,
verpflichtet, sich vor der Vornahme des Newsletterversandes zu vergewissern, dass tatsachlich nur solche
Empfanger angeschrieben werden, die eine Einwilligung hierin erklart haben, die sich nicht nur auf den Versand
durch einen Dritten, sondern auch durch den Versender bzw. seinen Kunden selbst bezieht. Insbesondere
durfen so gewonnene Adressdaten fur eine Versendung nur genutzt werden, wenn bei Erhebung die
Unternehmen, Verbande etc., fir die die Adressdaten generiert wurden, transparent, namentlich und unter
Angabe der Branche einzeln benannt wurden, sowie die Kenntnisnahme der Liste der Unternehmen fir den
Empfanger leicht, und eindeutig moglich war und die Anzahl der Unternehmen bzw. Personen, fur die die
Adressdaten erhoben wurden, auf ein Mal3 reduziert ist, das die Weiterleitung der Nutzerdaten an einen
unverhaltnismafig grofen Kreis Dritter ausschlie3t und dem Nutzer erlaubt, die Tragweite und den Umfang
seiner Einwilligung einfach zu erfassen sowie den rechtlichen Umgang mit seinen Daten einfach zu
kontrollieren. Die Gewinnung von Adressdaten fir Dritte (etwa durch Co-Sponsoring) muss gegentber dem
Nutzer transparent sein.

6.7 Die Nutzung des mhi Newsletter mit nachweislich unseridsen Geschaftspraktiken ist untersagt. Unserios
sind insbesondere E-Mails, deren Inhalt grob anstdf3ig ist oder gegen gesetzliche Verbote verstéf3t oder
unzulassig sind, wie beispielsweise (i) E-Mails, deren Inhalt gegen gesetzliche Bestimmungen der
Bundesrepublik Deutschland und/oder européaisches Gemeinschaftsrecht verstof3en; (ii) E-Mails, die Rechte
Dritter, wie z. B. gewerbliche Schutzrechte (Marken, Urheberrechte, etc.) oder das allgemeine
Personlichkeitsrecht (einschlie3lich des Rechts auf informationelle Selbstbestimmung) verletzen; (iii) E-Mails
mit pornographischem Inhalt bzw. Verstol3 gegen die Bestimmung des Jugendschutzgesetzes; (iv) Mailings,
die einen rassistischen, verleumderischen, beleidigenden, Gewalt verherrlichenden, und/oder
diskriminierenden Inhalt.
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6.8 mhi behélt sich eine stichprobenartige Inhaltsprifung der Gber mhi Newsletter versandten Mailings vor.

7 Pflichten bei der Nutzung von mhi shop

7.1 Der Auftraggeber ist Dienstanbieter des Shops und als solcher Verantwortlicher. Damit ist er verpflichtet,
im Shop rechtliche Angaben vorzuhalten und einzuhalten, insbesondere Informationspflichten zum Betreiber,
zu Produktsicherheit, zu Widerruf und Ricknahme, Verpackungsmittel, Batterien etc. Der Handler hat alle
weiteren einschlagigen gesetzlichen Vorschriften im Zusammenhang mit dem Vertrieb seiner Waren tber den
Online-Shop einzuhalten, insbesondere solche aus dem Wettbewerbsrecht, Verbraucherrecht,
Kaufvertragsrecht sowie Datenschutzrecht.

Der Auftragnehmer stellt dem Auftraggeber hierfir Muster zur Verfuigung. Diese Muster sind unverbindlich und
stellen keine Rechtsberatung im Einzelfall dar. Der Auftragnehmer Ubernimmt keine Garantenstellung
gegenuber dem Auftraggeber. Der Auftraggeber ist verpflichtet, diese Muster ggf. anzupassen oder zu ersetzen.

7.2 Die Shop-Funktion ist ausschlief3lich fir Artikel, die von mhi zentral in das System eingespielt werden.
Der Handler ist nicht berechtigt, eigenstéandig Artikel, insbesondere Produkte auf3erhalb des mhi-Sortiments
oder Fremdmarken, in den Shop einzupflegen. mhi behalt sich vor, das Sortiment der Shop-Funktion nach
eigenem Ermessen zu erweitern, beispielsweise durch die Aufnahme weiterer Marken oder Artikel fremder
Hersteller.

7.3  Der Handler darf Gber die Shop-Funktion ausschlief3lich Neuware anbieten.

7.4  Der Handler ist verpflichtet, die Verfugbarkeiten der Waren sowie Preise korrekt und auf aktuellem Stand
im System zu halten.

7.5 Die vom Handler angegebenen Versandzeiten sind einzuhalten.

7.6  Der Handler muss Uber einen aktiven PayPal Business-Account verfiigen und die Zahlungsabwicklung
Uber diesen gewahrleisten. Stellt mhi weitere Bezahlmethoden als Alternativen im Shop bereit, verpflichtet sich
der Handler, deren Abwicklung zu unterstiitzen (so wird beispielsweise bei Bereitstellung der Bezahlmethode
svorkasse“ durch mhi der Handler Vorabiberweisungen tberprifen und diese annehmen, bei Bereitstellung
von ,Zahlung bei Abholung® wird der Handler vor Ort die Zahlung entgegennehmen).

7.7 Der Handler verpflichtet sich bei alternativen Lieferoptionen wie ,Click & Reserve” (Online-Reservierung
eines Artikels ohne unmittelbaren Kaufabschluss) oder ,Click & Collect® (Online-Bestellung mit anschlie3ender
Abholung der Ware im Geschéft) die ordnungsgemafle Bearbeitung der Reservierungen bzw. zur Abholung
bestellten Waren durchzufiihren, beispielsweise durch Bereitstellung des reservierten Artikels im Laden fir
Click & Reserve oder Bereithalten der online bestellten Ware fiir die Abholung bei Click & Collect.

8 Zahlungsbedingungen

8.1 Soweit nicht anders vereinbart wird die Software jahrlich zum Ende der Nutzungsperiode in Rechnung
gestellt. Der Auftraggeber hat Rechnungen binnen 30 Tage nach Rechnungsdatum ohne Skonto oder sonstige
Abziige zu zahlen. Bei Zahlungsverzug werden Verzugszinsen in gesetzlicher Hohe fallig. Der Auftragnehmer
ist berechtigt, den Zugang des Auftraggebers zur Software bei einem Zahlungsverzug von mehr als 30 Tagen
vorubergehend zu deaktivieren, bis die tiberfallige Rechnung bezahlt wurde. Die angegebenen Preise enthalten
keine Umsatzsteuer oder sonstige Steuern. Diese werden dem Auftraggeber gegebenenfalls gesondert in
Rechnung gestellt.
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8.2 Die Nutzung der Shop-Funktion erfolgt auf Provisionsbasis und wird monatlich auf Basis der vom
Shopanbieter (derzeit e-vendo) bereitgestellten Verkaufszahlen, die als verbindliche Grundlage fir die
Provisionsabrechnung dient, abgerechnet.

8.3 Die Provision berechnet sich auf den Brutto-Verkaufspreis exkl. Versandkosten der Uber die Shop-
Funktion verkauften Artikel des Handlers. Fir retournierte Waren fallt eine Bearbeitungsgebtihr an, deren Héhe
sich nach der Retourenquote des Handlers richtet. Die Retourenquote wird stéandig rickwirkend fir die letzten
drei Monate ermittelt und ergibt sich aus dem Verhaltnis des Wertes der retournierten Waren zum Gesamtwert
der verkauften Waren in diesem Zeitraum. Liegt die Retourenquote uber einem festgelegten Schwellwert, fallt
eine einfache Bearbeitungsgebiihr an; ist die Retourenquote unter dem Schwellwert, fallt eine reduzierte
Bearbeitungsgebuhr an. Zieht sich die Erstattung des Kaufpreises tiber eine Abrechnungsperiode, wird in der
folgenden Abrechnungsperiode eine entsprechende Gutschrift erstellt.

9 Haftungsbegrenzung

9.1 Fdur einfache Fahrlassigkeit haftet der Auftragnehmer, sowohl fur eigenes sowie fur zugerechnetes
Verhalten, nur, sofern wesentliche Vertragspflichten (Kardinalpflichten) verletzt sind. In diesem Fall ist die
Haftung begrenzt auf den vertragstypischen und vorhersehbaren Schaden. Wesentliche Vertragspflichten sind
solche Pflichten, deren Verletzung die Erreichung des Vertragszwecks gefahrdet, deren Erfillung die
ordnungsgemaéaRe Durchflihrung des Vertrages tberhaupt erst ermdglicht und auf deren Einhaltung der
Auftraggeber regelmaiiig vertraut.

9.2 Fir die vorgenannten Falle begrenzter Haftung wird diese zusétzlich der H6he nach fiir jeden
Schadensfall auf die Héhe der jahrlich vom Auftraggeber zu zahlenden Vergiitung (die Vergitung, die in den
letzten 12 Monaten vor Schadenseintritt vom Auftraggeber gezahlt wurde bzw. zu zahlen wéare bzw., wenn der
Vertrag bei Schadenseintritt noch keine 12 Monate lief, der Durchschnitt der bisherigen Vergitung pro Monat
x12) und auf das Doppelte der vom Auftraggeber jahrlich zu zahlenden Vergitung fir alle sich in einem
Vertragsjahr ereignenden Schadensfalle begrenzt.

9.3 Fur mittelbare und Folgeschaden sowie fiir entgangenen Gewinn, Personalmehrkosten, nutzlose
Aufwendungen und unterbliebene Einsparungen etc. haftet der Auftragnehmer nur bei Vorsatz und grober
Fahrlassigkeit.

9.4 Die Haftungsbeschrankungen gelten nicht fir Anspriiche wegen Vorsatz und grober Fahrlassigkeit, bei
Personenschaden, bei Arglist, soweit das Produkthaftungsgesetz zur Anwendung kommt, sowie fiir Schaden,
die in den Schutzbereich einer vom Auftragnehmer gegebenen eigenstéandigen Garantie, Beschaffenheits- oder
Haltbarkeitsgarantie fallen, sofern sich aus der jeweiligen Garantievereinbarung nicht etwas anderes ergibt.

9.5 Verletzt der Auftraggeber die ihm obliegende Pflicht zur ordnungsgemafen Datensicherung, haftet der
Auftragnehmer im Rahmen der vorstehenden Bestimmungen bei Verlust von Daten der Hohe nach begrenzt
auf diejenigen Schaden, die auch bei ordnungsgemaRer und regelmafRiger Datensicherung durch den
Auftraggeber aufgetreten waren.

9 Vertraulichkeit

9.1 Jede der Parteien verpflichtet sich, alle im Rahmen der vertraglichen Zusammenarbeit erhaltenen
Informationen, die (a) als ,vertraulich oder ,geheim® oder mit einem gleichbedeutenden Hinweis
gekennzeichnet sind oder mundlich als vertraulich bezeichnet werden; (b) aufgrund ihres Inhalts als vertraulich
anzusehen sind; oder (c) von vertraulichen Informationen, welche zur Verfiigung gestellt worden sind, abgeleitet
wurden; ausschlieB3lich fir die Zwecke der vertraglichen Zusammenarbeit zu verwenden, vertraulich zu
behandeln und vor der Kenntnisnahme durch unberechtigte Dritte zu schitzen. Diese
Vertraulichkeitsverpflichtung ist allen Personen aufzuerlegen, die mit der Durchfiihrung dieses Vertrages betraut
werden.
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9.2  Von der Vertraulichkeitsverpflichtung ausgenommen sind Informationen, die (a) 6ffentlich zugéanglich sind
oder nachtréglich 6ffentlich zuganglich wurden oder der anderen Partei bei Vertragsschluss bereits bekannt
waren; (b) unabhangig und selbststandig von der anderen Partei entwickelt wurden; (c) der anderen Partei von
einem Dritten offenbart wurden, der keiner Vertraulichkeitsverpflichtung unterliegt, oder (d) aufgrund
gesetzlicher Bestimmungen oder behordlicher oder gerichtlicher Anordnung offengelegt werden miissen (in
diesem Falle ist die betroffene Partei hiertiber unverziiglich zu unterrichten).

10 Datenschutz und Informationssicherheit

10.1 Der Auftragnehmer verarbeitet personenbezogene Daten, die im Zusammenhang mit der Einrichtung
eines Kontos in Bezug auf die Benutzer der Software zur Verfugung gestellt werden (Name, Vorname, E-Mail-
Adresse, Telefonnummer, Passwort) und personliche Daten, die sich auf die Nutzung der Software beziehen
(Log-Dateien). Diese personenbezogenen Daten werden vom Auftragnehmer als Verantwortlichem
verarbeitet, um den Benutzern die Nutzung der Software zu erméglichen. Hinsichtlich der diesbeziiglichen
Betroffenenrechte und sonstiger Informationspflichten wird auf die Datenschutzerklarung auf der Internetseite
des Auftragnehmers verwiesen.

10.2 Der Auftragnehmer ist berechtigt, anonymisierte Daten im Zusammenhang mit der Nutzung der Software
fir interne Geschéfts- und/oder Betriebszwecke zu verwenden, insbesondere zur Analyse der Nutzung der
Software und zur Verbesserung der Software. Der Auftraggeber erteilt eine entsprechende Weisung zur
Anonymisierung der hierfur erforderlichen Daten.

10.3 Der Auftragnehmer ist berechtigt, auf die Software zuzugreifen, um die Einhaltung der
Nutzungsbedingungen der Software, inklusive der Vergitung, durch den Auftraggeber zu verifizieren; um
Diagnosen und Analysen zu erstellen und um die Einstellungen der Software anzupassen und zu optimieren,
um die Leistung und/oder Sicherheit der Software zu verbessern, vorausgesetzt dass diese Anpassungen keine

negativen Auswirkungen auf die Nutzung der Software durch den Auftraggeber haben. Der Auftragnehmer ist
des Weiteren berechtigt, System-/Metadaten Uber die Nutzung der Software zu erheben, um diese im Rahmen
der ldentifikation und Behebung potentieller Mangel und Fehler der Software zu nutzen, um statistische
Analysen zu erstellen und um die Entwicklung der Software zu unterstiitzen und zu optimieren.

10.4 Im Rahmen der Nutzung der Software kann der Auftraggeber personenbezogene Daten verarbeiten. Der
Auftraggeber ist dabei Verantwortlicher und der Auftragnehmer ist ein Auftragsverarbeiter. Diese
Auftragsverarbeitung ist in der Vereinbarung Auftragsverarbeitung zwischen den Parteien geregelt, die als
Anlage 1 ausdricklich in den Vertrag zwischen den Parteien einbezogen wird.

11 Laufzeit
11.1 Die initiale Laufzeit wird in der Bestellung vereinbart. Die Laufzeit verlangert sich jeweils um die Dauer

der initialen Laufzeit, sofern die jeweilige Bestellung nicht mit einer Frist von drei Kalendermonaten zum Ende
der jeweiligen Laufzeit schriftlich gekindigt wird.

11.2 Vertrage sind von jeder Partei jederzeit kiindbar im Falle einer wesentlichen Vertragsverletzung der
jeweils anderen Partei, wenn die Vertragsverletzung nicht innerhalb von 30 Tagen geheilt wird. Diese Frist
beginnt ab dem Zeitpunkt der Zustellung der schriftlichen Anzeige der wesentlichen Vertragsverletzung.

11.3 Jede Partei kann den Vertrag jederzeit fristlos kiindigen, wenn die andere Partei in Liquidation geht oder
ein Insolvenzantrag gestellt und nicht innerhalb von vier Wochen ab Antragstellung zuriickgenommen wurde.

12 Sonstiges

AGB AVV AGB mhi regio 2025_inkl.Shop_26.11.2025 Seite 8 von 17



mdrklin Hindler-Initiative

12.1 Dieser Vertrag unterliegt deutschem Recht. Im Falle von Meinungsverschiedenheiten aufgrund dieses
Vertrages verpflichten sich die Parteien, zunéchst eine gutliche Einigung zu finden. Sollte dies nicht méglich
sein, so einigen sich die Parteien bereits jetzt auf Goppingen als allgemeinen Gerichtsstand.

12.2 Fur Nebenabreden ist die Schriftform erforderlich. Sollten einzelne Teile dieses Vertrages unwirksam
sein, so beruhrt dies die Wirksamkeit der tbrigen Regelungen des Vertrages nicht. Alle Mitteilungen unter
diesem Vertrag bedirfen der Schriftform und werden mit erster Zustellung wirksam.

12.3 Der Auftragnehmer kann Anderungen an diesen AGB vornehmen, wenn diese aufgrund geanderter
Umsténde, beispielsweise bei wesentlichen Anderungen der Gesetzgebung oder der Rechtsprechung, des
relevanten Markt- und Geschaftsumfelds oder aufgrund technischer Entwicklungen notwendig werden und fir
den Auftraggeber zumutbar sind. Der Auftragnehmer wird den Auftraggeber in einem angemessenen Zeitraum,
mindestens einen Monat, vor Inkrafttreten der Anderungen, iiber die Anderungen in elektronischer Form
informieren. Der Auftraggeber ist berechtigt, solchen Anderungen innerhalb von 14 Tagen nach Erhalt der
Anderungsmitteilung zu widersprechen. Im Falle eines Widerspruchs des Auftraggebers hat der Auftragnehmer
das Recht, das Vertragsverhaltnis aul3erordentlich ohne Einhaltung einer Kundigungsfrist zu kundigen.
Widerspricht der Auftraggeber nicht, gilt seine Zustimmung nach Ablauf der oben genannten Fristen als erteilt.
Auf die Dauer der Frist und auf die Bedeutung ihres ergebnislosen Ablaufs wird der Auftragnehmer bei der
Ankiindigung der Anderungen dieser AGB ausdriicklich hinweisen.
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Vereinbarung Auftragsverarbeitung

1. Allgemeines

Der Auftragnehmer stellt dem Auftraggeber seine Plattform als Software as a Service (SaaS) zur Verfligung. Mit
der Software kann der Auftraggeber personenbezogene Daten erheben und verarbeiten. Dementsprechend
beinhaltet der von den Parteien geschlossene Vertrag Uber die Zurverfligungstellung der Software
(,Hauptvertrag®) die Verarbeitung von personenbezogenen Daten im Auftrag durch den Auftragnehmer. Diese
Vereinbarung Auftragsverarbeitung (,AVV“) konkretisiert, als Teil des Hauptvertrages, die Verpflichtungen
beider Parteien zur Einhaltung des anwendbaren Datenschutzrechts, insbesondere der Anforderungen der
Datenschutz-Grundverordnung (,DSGVO®).

2. Anwendungsbereich

Der Auftragnehmer verarbeitet personenbezogene Daten im Auftrag des Auftraggebers. Der Gegenstand der
Verarbeitung, Art und Zweck der Verarbeitung, die Art der personenbezogenen Daten und die Kategorien
betroffener Personen sind im Hauptvertrag und in Anlage 1 zu dieser AVV festgelegt. Die Laufzeit dieser AVV
und die Dauer der Auftragsverarbeitung entsprechen der Laufzeit des Hauptvertrages.

3. Weisungsgebundenheit

3.1 Der Auftragnehmer darf Daten von betroffenen Personen nur im Rahmen des Auftrages und der
dokumentierten Weisungen des Auftraggebers verarbeiten. Dies betrifft auch die Ubermittlung in Drittlander
ohne angemessenes Datenschutzniveau. Die Weisungen werden anfanglich durch den Hauptvertrag festgelegt
und kdnnen vom Auftraggeber danach in Textform gedndert, erganzt oder ersetzt werden. Mundliche
Weisungen sind vom Auftraggeber unverziglich in Textform zu bestéatigen.

3.2 Falls der Auftragnehmer verpflichtet ist, personenbezogene Daten nach dem Recht der Européischen Union
oder des Mitgliedstaates, dem der Auftragnehmer unterliegt, zu verarbeiten, wird der Auftragnehmer den
Auftraggeber hierliber vor der jeweiligen Verarbeitung schriftlich informieren, es sei denn, das Gesetz verbietet
solche Informationen aus wichtigen Griinden des offentlichen Interesses. Im letztgenannten Fall wird der
Auftragnehmer den Verantwortlichen unverziiglich informieren, sobald ihm dies rechtlich méglich ist.

3.3 Der Auftragnehmer informiert den Auftraggeber unverzuglich, wenn er der Auffassung ist, dass eine
Weisung gegen anwendbare Gesetze verstof3t. Der Auftragnehmer darf die Umsetzung der Weisung solange
aussetzen, bis sie vom Auftraggeber bestétigt oder abgeéndert wurde.

3.4 Der Auftragnehmer darf Daten Uber die Nutzung der Software durch den Auftraggeber in anonymisierter
Form zum Zwecke der Optimierung der Software, der User Experience und fur sicherheitsrelevante
Auswertungen verwenden. Der Auftraggeber erteilt hiermit eine entsprechende Weisung fur die entsprechende
Anonymisierung.

4. Technische und organisatorische Mallnahmen

4.1 Der Auftragnehmer verpflichtet sich gegenuber dem Auftraggeber zur Einhaltung der technischen und
organisatorischen MaBnahmen, die zur Einhaltung der anzuwendenden Datenschutzvorschriften erforderlich
sind. Dies beinhaltet insbesondere die Vorgaben aus Art. 32 DSGVO.

4.2 Der zum Zeitpunkt des Vertragsschlusses bestehende Stand der technischen und organisatorischen
MaRnahmen ist in Anlage 2 zu dieser AVV dokumentiert. Die Parteien sind sich dariber einig, dass zur
Anpassung an technische und rechtliche Gegebenheiten Anderungen der technischen und organisatorischen
MaRnahmen erforderlich werden kénnen. Eine Anderung der getroffenen SicherheitsmaRnahmen bleibt dem
Auftragnehmer vorbehalten, wobei jedoch sichergestellt sein muss, dass das vertraglich vereinbarte
Schutzniveau nicht unterschritten wird. Der Auftraggeber kann jederzeit eine aktuelle Ubersicht der vom
Auftragnehmer getroffenen technischen und organisatorischen Maflinahmen anfordern.
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5. Betroffenenrechte

5.1 Der Auftragnehmer unterstitzt den Auftraggeber im Rahmen seiner Mdglichkeiten bei der Erfullung der
Anfragen und Anspriche betroffenen Personen gem. Kapitel 1l der DSGVO (insb. Auskunft, Berichtigung,
Sperrung oder Loschung). Soweit eine Mitwirkung des Auftragnehmers fir die Wahrung von Betroffenenrechten
durch den Auftraggeber erforderlich ist, wird der Auftragnehmer die jeweils erforderlichen MaRnahmen nach
Weisung des Auftraggebers treffen. Der Auftragnehmer wird den Auftraggeber nach Méglichkeit mit geeigneten
technischen und organisatorischen MalRnahmen dabei unterstiitzen, seiner Pflicht zur Beantwortung von
Antrdgen auf Wahrnehmung von Betroffenenrechten nachzukommen.

5.2 Auskilinfte an Dritte oder den Betroffenen darf der Auftragnehmer nur nach vorheriger Zustimmung durch
den Auftraggeber erteilen. Direkt an ihn gerichtete Anfragen wird er unverziglich an den Auftraggeber
weiterleiten.

6. Sonstige Pflichten des Auftragnehmers

6.1 Der Auftragnehmer unterrichtet den Auftraggeber unverziglich, spatestens innerhalb von 48 Stunden, wenn
ihm Verletzungen des Schutzes personenbezogener Daten des Auftraggebers bekannt werden.

6.2 Im Zusammenhang mit der beauftragten Verarbeitung hat der Auftragnehmer den Auftraggeber bei
Erstellung und Fortschreibung des Verzeichnisses der Verarbeitungstatigkeiten sowie erforderlichenfalls bei
Durchfihrung einer Datenschutzfolgenabschatzung zu unterstitzen. Alle erforderlichen Angaben und
Dokumentationen sind dem Auftraggeber auf Anforderung unverziglich zur Verfiigung zu stellen.

6.3 Wird der Auftraggeber durch Aufsichtsbehdrden oder andere Stellen einer Kontrolle unterzogen oder
machen betroffene Personen ihm gegeniber Rechte geltend, verpflichtet sich der Auftragnehmer, den
Auftraggeber im erforderlichen Umfang zu unterstiitzen, soweit die Verarbeitung im Auftrag betroffen ist.

6.4 Die beim Auftragnehmer zur Verarbeitung eingesetzten Personen haben sich schriftlich zur Vertraulichkeit
verpflichtet, wurden mit den relevanten Bestimmungen des Datenschutzes vertraut gemacht und werden
hinsichtlich der Erfullung der Datenschutzanforderungen laufend angemessen angeleitet und Uberwacht.

6.5 Der Auftragnehmer wird den Auftraggeber unter Berticksichtigung der Art der Verarbeitung und der ihm zur
Verfigung stehenden Informationen bei der Einhaltung der in den Artikeln 32 bis 36 DSGVO genannten
Pflichten unterstutzen.

7. Rechte und Pflichten des Auftraggebers

7.1 Fur die Beurteilung der Zulassigkeit der beauftragten Verarbeitung sowie fur die Wahrung der Rechte von
Betroffenen ist allein der Auftraggeber verantwortlich.

7.2 Der Auftraggeber ist berechtigt, die Einhaltung der Vorschriften tiber den Datenschutz und der vertraglichen
Vereinbarungen beim Auftragnehmer in angemessenem Umfang selbst oder durch Dritte, insbesondere durch
die Einholung von Auskinften und die Einsichthahme in die gespeicherten Daten und die
Datenverarbeitungsprogramme zu kontrollieren. Den mit der Kontrolle betrauten Personen ist vom
Auftragnehmer, soweit erforderlich und mdglich, Zutritt und Einblick zu ermdglichen. Der Auftragnehmer ist
verpflichtet, erforderliche Auskiinfte zu erteilen, Ablaufe zu demonstrieren und Nachweise zu fuhren, die zur
Durchfuhrung einer Kontrolle erforderlich sind. Kontrollen beim Auftragnehmer haben ohne vermeidbare
Stoérungen seines Geschaftsbetriebs zu erfolgen. Soweit nicht aus vom Auftraggeber zu dokumentierenden,
dringlichen Grunden anders angezeigt, finden Kontrollen nach angemessener Vorankindigung und zu
Geschaftszeiten des Auftragnehmers, sowie nicht haufiger als alle 12 Monate statt.

8. Unterauftragsverarbeiter

8.1 Die Beauftragung von Unterauftragsverarbeitern durch den Auftragnehmer ist nur mit Zustimmung des
Auftraggebers zuléassig. Der Auftraggeber stimmt der Beauftragung von Unterauftragsverarbeitern geman der
Ubersicht Unterauftragsverarbeiter, anbei als Anlage 3 zu dieser AVV, zu. In der Ubersicht
Unterauftragsverarbeiter ist auch der Prozess fiir zukiinftige Anderungen der Unterauftragsverarbeiter definiert.
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8.2 Der Auftragnehmer hat die Unterauftragsverarbeiter sorgfaltig auszuwahlen und vor der Beauftragung zu
prifen, dass diese die zwischen Auftraggeber und Auftragnehmer getroffenen Vereinbarungen einhalten
kénnen. Der Auftragnehmer hat insbesondere zu kontrollieren, dass sémtliche Unterauftragsverarbeiter die
nach Art. 32 DSGVO erforderlichen technischen und organisatorischen MalRnahmen zum Schutz
personenbezogener Daten getroffen haben.

8.3 Nicht als Unterauftragsverarbeitung im Sinne dieser AVV sind Dienstleistungen anzusehen, die der
Auftragnehmer bei Dritten als reine Nebenleistung in Anspruch nimmt, um die geschaftliche Tatigkeit
auszuiiben.

8.4 Die Beauftragung von Unterauftragsverarbeitern lasst die vertraglichen und datenschutzrechtlichen
Verpflichtungen des Auftragnehmers gegeniiber dem Auftraggeber unberihrt. Der Auftragnehmer haftet fur
eventuelle Schlechtleistungen eines Unterauftragsverarbeiters wie fiir eigenes Verschulden.

9. Léschung und Rickgabe von personenbezogenen Daten

9.1 Kopien oder Duplikate der Daten werden ohne Wissen des Auftraggebers nicht erstellt. Hiervon
ausgenommen sind Sicherheitskopien, soweit sie zur Gewahrleistung einer ordnungsgeméfen
Datenverarbeitung erforderlich sind, sowie Daten, die im Hinblick auf die Einhaltung gesetzlicher
Aufbewahrungspflichten erforderlich sind.

9.2 Nach Beendigung der Leistungsvereinbarung oder friher nach Aufforderung durch den Auftraggeber hat
der Auftragnehmer die im Auftrag verarbeiteten personenbezogenen Daten dem Auftraggeber auszuhandigen
oder datenschutzgerecht zu l6schen.

9.3 Dokumentationen, die dem Nachweis der auftrags- und ordnungsgemafRen Datenverarbeitung dienen, sind
durch den Auftragnehmer entsprechend der jeweiligen Aufbewahrungsfristen Uber das Vertragsende hinaus
aufzubewahren.

10.  Schlussbestimmungen

Sollten die Daten des Auftraggebers beim Auftragnehmer durch MafZnahmen Dritter (etwa durch Pfandung oder
Beschlagnahme), durch ein Insolvenzverfahren oder durch sonstige Ereignisse geféahrdet werden, so hat der
Auftragnehmer den Auftraggeber unverziglich zu informieren. Der Auftragnehmer wird die Glaubiger Gber die
Tatsache, dass es sich um Daten handelt, die im Auftrag verarbeitet werden, unverziglich informieren.
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Anlage 1 zur Vereinbarung Auftragsverarbeitung:
Beschreibung der Auftragsverarbeitung

1. Gegenstand, Art und Zweck der Verarbeitung

Der Auftragnehmer stellt dem Auftraggeber die mhi-Plattform mhi regio website als SaaS zur Verfligung. Er wird
dabei als Auftragsverarbeiter fir den Auftraggeber tatig. Der im Hauptvertrag bezeichnete Auftraggeber ist
Verantwortlicher im Sinne der DSGVO und nutzt die mhi regio des Auftragnehmers zur Erhebung und
Verarbeitung personenbezogene Daten.

2. Betroffene Personen
Die im Auftrag verarbeiteten personenbezogenen Daten betreffen folgende Kategorien betroffener Personen:

e Kunden und Interessenten des Handlers
e Website-Besucher

3. Kategorien von Daten
Die im Auftrag verarbeiteten personenbezogenen Daten gehdren zu folgenden Datenkategorien:
e |P-Adresse
e Geschlecht
e Name
e Adresse
e E-Mail-Adresse

4. Dauer der Auftragsverarbeitung

Die Dauer der Auftragsverarbeitung entspricht der Laufzeit des Hauptvertrages.
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Anlage 2 zur Vereinbarung Auftragsverarbeitung:
Technische und organisatorische Malinahmen

1. Vertraulichkeit
1.1 Zutrittskontrolle

Hosting/Rechenzentrum:

Das Hosting der Software erfolgt in Rechenzentren in Minchen. Das Rechenzentrum ist nach 1SO27001
zertifiziert.

Blroraume:

Die Burordume des Auftragnehmers befinden sich in einem Biurohaus. Die Zugdnge zum Birohaus und auch
zu den Burordumen des Auftragnehmers sind Tag und Nacht verschlossen. Zugang zu dem Birohaus haben
nur der Vermieter und die Mieter der Biroraume. Es kommt ein SchlieRsystem zum Einsatz, das vom Vermieter
verwaltet wird. Jeder Mieter des Birohauses hat jedoch die Mdglichkeit, die jeweils ausgehandigten Schlissel
selbst zu verwalten und Zutrittsrecht zu erteilen und zu entziehen. Dies wird von der Personalabteilung des
Auftragnehmers verwaltet.

Die Schlusselvergabe und das Schliisselmanagement erfolgt nach einem definierten Prozess, der sowohl zu
Beginn eines Arbeitsverhaltnisses als auch zum Ende eines Arbeitsverhaltnisses die Erteilung bzw. den Entzug
von Zutrittsberechtigungen fiir Raume regelt.

Zutrittsberechtigungen werden einem Beschéftigten erst erteilt, wenn dies durch den jeweiligen Vorgesetzten
und/oder die Personalabteilung angefordert wurde. Bei der Vergabe von Berechtigungen wird dem Grundsatz
der Erforderlichkeit Rechnung getragen.

Besucher erhalten erst nach Turdffnung durch den Empfang Zutritt zu dem Birohaus und dann den
Blroraumen.

Jeder Besucher wird in einem Besucherbuch protokolliert und dann von der Empfangsperson zu seinem
jeweiligen Ansprechpartner begleitet.

Besucher dirfen sich nicht ohne Begleitung in den Blroraumen frei bewegen.

1.2 Zugangskontrolle

Um Zugang zu IT-Systemen zu erhalten, missen Nutzer Uber eine entsprechende Zugangsberechtigung
verfigen. Hierzu werden entsprechende Benutzerberechtigungen von Administratoren vergeben. Dies jedoch
nur, wenn dies von dem jeweiligen Vorgesetzten beantragt wurde.

Der Benutzer erhalt dann einen Benutzernamen und ein Initialpasswort, das bei erster Anmeldung geandert
werden muss. Die Passwortvorgaben beinhalten eine Mindestpasswortlange von 8 Zeichen, wobei das
Passwort auf GroRR-/Kleinbuchstaben, Ziffern und Sonderzeichen bestehen muss.

Passworter werden alle 90 Tage gewechselt. Ausgenommen hiervon sind Passworter, die Uber eine
Mindestlange von 32 Zeichen verfligen.

Eine Passworthistorie ist hinterlegt. So wird sichergestellt, dass die vergangenen 10 Passwadrter nicht noch
einmal verwendet werden kdnnen.

Fehlerhafte Anmeldeversuche werden protokolliert. Bei 3-maliger Fehleingabe erfolgt eine Sperrung des
jeweiligen Benutzer-Accounts.

Remote-Zugriffe auf IT-Systeme des Auftragnehmers erfolgen stets Uber verschlisselte Verbindungen.
Alle Server sind durch Firewalls geschiitzt, die stets gewartet und mit Updates und Patches versorgt werden.

Der Zugriff von Servern und Clients auf das Internet und der Zugriff auf diese Systeme lber das Internet sind
ebenfalls durch Firewalls gesichert. So ist auch gewahrleistet, dass nur die fir die jeweilige Kommunikation
erforderlichen Ports nutzbar sind. Alle anderen Ports sind entsprechend gesperrt.
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Alle Mitarbeiter sind angewiesen, ihre IT-Systeme zu sperren, wenn sie diese verlassen.
Passworter werden grundsatzlich verschlisselt gespeichert.

1.3 Zugriffskontrolle

Berechtigungen fiir IT-Systeme und Applikationen des Auftragnehmers werden ausschlie3lich von
Administratoren eingerichtet.

Berechtigungen werden immer strikt nach dem Need-to-Know-Prinzip vergeben. Es erhalten demnach nur die
Personen Zugriffsrechte auf Daten, Datenbanken oder Applikationen, die diese Daten, Anwendungen oder
Datenbanken warten und pflegen bzw. in der Entwicklung tatig sind. Voraussetzung ist eine entsprechende
Anforderung der Berechtigung fir einen Mitarbeiter durch einen Vorgesetzten.

Es gibt ein rollenbasiertes Berechtigungskonzept mit der Mdoglichkeit der differenzierten Vergabe von
Zugriffsberechtigungen, das sicherstellt, dass Beschéaftigte abhéngig von ihrem jeweiligen Aufgabengebiet und
gof. projektbasiert Zugriffsrechte auf Applikationen und Daten erhalten.

Die Vernichtung von Datentragern und Papier erfolgt durch einen Dienstleister, der eine ordnungsgemafie
Vernichtung gewahrleistet.

Beschéftigten ist es grundsétzlich untersagt, nicht genehmigte Software auf den IT-Systemen zu installieren.
Alle Server- und Client-Systeme werden regelméafig mit Sicherheits-Updates aktualisiert.

1.4 Trennung

Alle vom Auftragnehmer flr Kunden eingesetzten IT-Systeme sind mandantenféhig. Die logische Zuordnung
der im Auftrag eines Kunden verarbeiteten Daten zu dem jeweiligen Kunden und damit die logische Trennung
der Daten ist stets gewahrleistet.

1.5 Pseudonymisierung & Verschlisselung

Ein administrativer Zugriff auf Serversysteme erfolgt grundsatzlich Uber verschlisselte Verbindungen.

2. Integritat
2.1 Eingabekontrolle

Die Eingabe, Anderung und Léschung von personenbezogenen Daten, die vom Auftragnehmer im Auftrag
verarbeitet werden, wird protokolliert.

Mitarbeiter sind verpflichtet, stets mit ihren eigenen Accounts zu arbeiten. Benutzeraccounts durfen nicht mit
anderen Personen geteilt bzw. gemeinsam genutzt werden.
2.2 Weitergabekontrolle

Eine Weitergabe von personenbezogenen Daten, die im Auftrag von Kunden des Auftragnehmers erfolgt, darf
jeweils nur in dem Umfang, wie erfolgen, wie dies mit dem Kunden abgestimmt oder soweit dies zur Erbringung
der vertraglichen Leistungen fur den Kunden erforderlich ist.

Alle Mitarbeiter, die in einem Kundenprojekt arbeiten, werden im Hinblick auf die zulassige Nutzung von Daten
und die Modalitaten einer Weitergabe von Daten instruiert.

Soweit mdglich werden Daten verschliisselt an Empfanger Gbertragen.

Die Nutzung von privaten Datentréagern ist den Beschéaftigten des Auftragnehmers im Zusammenhang mit
Kundenprojekten untersagt.

Mitarbeiter des Auftragnehmers werden regelmallig zu Datenschutzthemen geschult. Alle Mitarbeiter sind auf
zu einem vertraulichen Umgang mit personenbezogenen Daten verpflichtet worden.

3. Verfugbarkeit und Belastbarkeit

Die Daten auf den Systemen des Auftragnehmers werden regelmafig in Form von Backups gesichert. Die
Sicherungsmedien werden verschlisselt an einen physisch getrennten Ort verbracht. Das Einspielen von
Backups wird regelmaRig getestet.
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Die Systeme verfligen lber eine unterbrechungsfreie Stromversorgung. Im Rechenzentrum befinden sich eine
Brandmeldeanlage sowie eine Ldschanlage. Alle Systeme unterliegen einem Monitoring, das im Falle von
Stérungen unverziglich Meldungen an einen Administrator auslést.

Es besteht ein Notfallplan, der auch einen Wiederanlaufplan beinhaltet.

4, Auftragskontrolle
Die Software des Auftragnehmers wird in der Européischen Union gehostet.
Beim Auftragnehmer ist ein betrieblicher Datenschutzbeauftragter benannt.

Bei der Einbindung von externen Dienstleistern oder Dritten wird entsprechend den Vorgaben jeweils
anzuwendenden Datenschutzrechts ein Auftragsverarbeitungsvertrag nach zuvor durchgefiihrtem Audit durch
den Datenschutzbeauftragten des Auftragnehmers abgeschlossen. Auftragnehmer werden auch wahrend des
Vertragsverhaltnisses regelmanig kontrolliert.

5. Privacy by Design und Privacy by Default

Es wird schon bei der Entwicklung der Software Sorge dafiir getragen, dass dem Grundsatz der Erforderlichkeit
Rechnung getragen wird. Die Art der Datenerhebung mittels der Software und die zu erhebenden
Datenkategorien kénnen vom Auftraggeber individuell angepasst und verwaltet werden.

Die Software des Auftragnehmers unterstiitzt die Eingabekontrolle durch einen flexiblen und anpassbaren Audit-
Trail, der eine unveranderliche Speicherung von Anderungen an Daten und Nutzerberechtigungen ermdglicht.
Berechtigungen auf Daten oder Applikationen kdnnen flexibel und granular gesetzt werden.

6. Verfahren zur regelmaRigen Uberprifung, Bewertung und Evaluierung

Der Auftragnehmer hat ein Datenschutzmanagement implementiert. Es gibt eine Leitlinie zu Datenschutz und
Datensicherheit und Richtlinien, mit denen die Umsetzung der Ziele der Leitlinie gewéahrleistet wird.

Es ist Datenschutz- und Informationssicherheits-Team (DST) eingerichtet, das MafRnahmen im Bereich von
Datenschutz und Datensicherheit plant, umsetzt, evaluiert und Anpassungen vornimmt. Die Richtlinien werden
regelmafig im Hinblick auf ihre Wirksamkeit evaluiert und angepasst.

Es ist insbesondere sichergestellt, dass Datenschutzvorfélle von allen Mitarbeitern erkannt und unverziglich
dem DST gemeldet werden. Dieses wird den Vorfall sofort untersuchen. Soweit Daten betroffen sind, die im
Auftrag von Kunden verarbeitet werden, wird Sorge daflr getragen, dass diese unverzuglich Gber Art und
Umfang des Vorfalls informiert werden.

AGB AVV AGB mhi regio 2025_inkl.Shop_26.11.2025 Seite 16 von 17



h
soe

mdrklin Hindler-Initiative

Anlage 3 zur Vereinbarung Auftragsverarbeitung:
Ubersicht Unterauftragsverarbeiter

Der Auftragnehmer setzt bei der Erbringung der Leistungen aus dem Hauptvertrag folgende
Unterauftragsverarbeiter ein:

Unterauftragsverarbeiter Leistungen des Unterauftragsverarbeiter Ort der
Datenverarbeitung

ATRIVIO GmbH Hosting der Software Deutschland
E-Mail-Service-Provider
Versand von Transaktionsnachrichten

e-vendo AG Hosting der Portalsoftware Deutschland
Hosting der Produktseiten der Handlerwebsite
Bereitstellung des Handlerportals

KlickPiloten GmbH Online-Marketing EU
Digital-Analytics
Beratung

Der Auftragnehmer kann die Beauftragung einzelner Unterauftragsverarbeiter beenden oder zusatzliche
Unterauftragsverarbeiter beauftragen.

Der Auftragnehmer wird den Auftraggeber bei der Beauftragung zusétzlicher Unterauftragsverarbeiter auf
elektronischem Wege mindestens 30 Tage vor Einsatz des zusétzlichen Unterauftragsverarbeiters Uber dessen
geplanten Einsatz informieren. Ausgenommen hiervon sind Notfallersetzungen wie weiter unten definiert.

Sollte der Auftraggeber einen wesentlichen Grund haben, dem Einsatz eines Unterauftragsverarbeiters zu
widersprechen, wird der Auftraggeber dies dem Auftragnehmer spatestens 15 Tage nach der Information tber
den geplanten Einsatz des Unterauftragsverarbeiters schriftlich und unter Nennung des wesentlichen Grundes
mitteilen. Sollte der Auftraggeber innerhalb dieser Zeitspanne nicht widersprechen, so wird der Einsatz des
zusatzlichen Unterauftragsverarbeiters als vom Auftraggeber genehmigt angesehen.

Sollte der Auftraggeber widersprechen, kann der Auftragnehmer den Widerspruch wie folgt heilen: (1.) Der
Auftragnehmer wird den zusatzlichen Unterauftragsverarbeiter fiir die Verarbeitung personenbezogener Daten
des Auftraggebers nicht einsetzen, oder (2.) der Auftragnehmer wird MalRnahmen ergreifen, um den
wesentlichen Grund fur den Widerspruch des Auftraggebers auszurdumen, oder (3.) der Auftragnehmer kann
die Erbringung des von dem Einsatz des zusatzlichen Unterauftragsverarbeiters betroffenen Aspekts der
Leistung gegeniiber dem Auftraggeber voribergehend oder dauerhaft einstellen und dem Auftraggeber die fur
die Erbringung des Aspekts der Leistung eventuell bereits vorab gezahlte Vergitung zuriickerstatten. Sollte
keine dieser drei Optionen machbar sein und wurde dem Widerspruch nicht innerhalb von 15 Tagen nach
Zugang des Widerspruchs abgeholfen, kann jede Partei den Vertrag mit angemessener Frist au3erordentlich
kiindigen.

Notfallersetzungen eines Unterauftragsverarbeiters kdnnen erforderlich werden, wenn die Erforderlichkeit des
sofortigen Einsatzes eines zuséatzlichen Unterauftragsverarbeiters auRerhalb der Kontrolle des Auftragnehmers
liegt, beispielsweise wenn ein Unterauftragsverarbeiter Uberraschend den Geschéftsbetrieb einstellt oder seine
wesentlichen Vertragspflichten gegeniber dem Auftragnehmer verletzt, so dass es dem Auftragnehmer nicht
mehr mdoglich ist/wéare, die gegeniiber dem Auftraggeber geschuldete Leistung zu erbringen. In einem solchen
Fall wird der Auftragnehmer den Kunden unverziglich Gber den zusatzlichen Unterauftragsverarbeiter
informieren und der Widerspruchsprozess, wie oben definiert, wird mit der Information des Auftraggebers
eingeleitet.
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